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Then +he algorithin can be expressed as follows. For each plaintext letter p, substitute the
iphertoxt letter
wambers or symbols, Tf the plaintext is viewed as AR e E
substitution involves replacing plaintext bit patterns with ciphertext bit

The Playfair algorithm is based on the use of a 5 * 5 matrix of letters
constructed using a keyword.

E(3.p) = (p + 3) mod 26

A Shift may be of any amount, so Hhat +he general Cacsar algorithm is

C = E(k.p) = (p + k) mod 26

i he rawge 1 o 25, The decruption algpritin is simply
liest known, and the simplest, use of a substitution cipher was by Julius 2 i .

gesar. The Cacsar cipher involves replacing cach letter of the alphabet with =Dk O = (C — & 5

+the letter standing +hree places further down +he alphabet. For example, p = D(k, C) = (C = k) mod 26

. 5 Tn Hhis case, the keyword is monarchy. The matrix is constructed by filling
plain: meet me after the toga party in the letters of the keyword (minus duplicates) from left +o right and from
. top +o bottom, and thew filling in +he remainder of the matrix with the
cipher: PHHW PH DIWHU WKH WRJD SDUWB 3 remaining let+ers in alphabetic order. The letters T and J count as one letter.
Plaintext is encrypted +wo letters at a time, according o +he following rules:

Note that the alphabet is wrapped around, so that +he letter following 2 is A We can
define the transformation by listing all possibilitics, as follows: 1. Repeating pla that are in the same pair are separated with
ld be treated as ba I lo on

2. Two plaintext letters that fall in the same row of +he matrix are each
replaced by the letter +o +he rightt, with the first element of +he row circularly

following +he last. For example, ar is encryped as RM,

etters that fall in the same column are each replaced
r beneath, with +the +op elem
Following +he last. For nerypted as O
e B " 4. Otherwise, each plaintext letter in a pair is replaced by the letter that lies
B 3 in i#s own row and +he columm occupied by +he other plaintext letter, Thus, hs
becomes BP and ea becomes TM (or IM, as the e herer wishes).
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Decrypt the following using Standard Caesar Cipher (Key - 3)

Decrypt the following ( Key not given, Brute Force)
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